
In a representative study*, Nevis determined 
what IT decision-makers in this country do to 
ensure the security of their own data or the 
data entrusted to them.

Top 4 hacker attacks on companies

Only 24 percent of those surveyed have not yet experienced an attack.
Problematic: 27 percent do not know what attacks took place or have
no way of checking!
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You can find the detailed overview of the 
B2B study and our recommendations for 
greater data security in the white paper at
nevis.net

Security gap: Which data are
most worth protecting?

The opinions of IT decision-makers* and users**
lie some distance apart.
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* The opinion research company Civey surveyed 500 IT decision-makers between 7 April and 22 April 2021 on behalf of Nevis Security AG.
The results are representative for this group. The statistical error of the overall results is approximately 7.3 percent.
 
** mo'web research, a full-service institute for online market research in Düsseldorf, conducted an online market research study for
Nevis Security AG in April 2021 with the title “Security Barometer 2021”. The study involved a survey of 1,000 consumers in Germany.
The study focused mainly on the “value placed on personal data on the Internet”.

Security Barometer 2021:
A lack of information among
IT decision-makers


